ACT Reading Assignment 

Computer Concepts

Mr. Ward

Based on page article on page 353 of Technology In Action

Careers: Cybercops on the Beat – Computer Security Careers
Directions:

· Take out a separate sheet of paper that can be turned in

· Write your heading on top of the page and number 1-5 on your sheet

· Open to page 353 and read the article

· Write the best answer to each question

1. According to the first paragraph, which of the following is true?

a. The main focus is on protecting virtual assets.

b. People now are only focused on physical security measures.

c. Jobs in the security area are not as prevalent because of improvements.

d. There will be more security jobs available in the future.

2. All of the following are true about nonrepudiation, EXCEPT:

a. Nonrepudiation guarantees that the sender of the data cannot deny having sent it
b. This is another necessary item in order to be proficient in information assurance

c. Nonrepudiation helps to prove that someone received the data
d. Nonrepudiation assures that a data-processing system is available
3. All of the following are important for being a security professional, EXCEPT:
a. a strong understanding of the way that businesses work
b. law enforcement training
c. network engineering and data communications
d. strong relationship and interpersonal skills
4. If you are thinking of seeking a security-based career, they advise you to:
a. get a degree in information assurance
b. work to receive a Global Information Assurance Certificate
c. work for a degree in network engineering
d. begin network security training right out of High School
5. What is the main message of this article?
a. Information assurance is “the set of measures intended to protect and defend information and information systems by ensuring their availability, integrity, authentication, confidentiality, and non-repudiation.”
b. Networking and security degrees, combined with passing grades on certification exams, should help you ensure a smooth transition into the exciting world of cybersecurity.
c. The need for security professionals is on the rise, which means that jobs and education programs will be more accessible and available.
d. The objective of nonrepudiation is to prevent either party from later denying having handled the data.
